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About This Guide

This guide is a complement to Quick Installation Guide. The Quick Installation Guide
provides instructions for quick internet setup, while this guide contains details of each
function and demonstrates how to configure them.

When using this guide, please notice that features of the router may vary slightly
depending on the model and software version you have, and on your location, language,
and internet service provider. All screenshots, images, parameters and descriptions
documented in this guide are used for demonstration only.

Conventions

In this guide the following conventions are used :

] Underlined words or phrases are hyperlinks. You can click to
Underlined _ . - .
redirect to a website or a specific section.

The content and text that needs to be emphasized on the web
Teal page is the theme color , including menus, items,
buttons, etc.

The menu structures to show the path to load the
corresponding page. For example,More > Network > Mode

>
Selection means the Mode Selection function page is under
the Network menu that is located in the More tab.
Do not ignore this type of comment, it is to remind you to
Note: better use the device, to avoid the operation of the error that
will cause the function to be invalid.
- Indicates important information that helps you make better
ips:
P use of your device.
More Info

The latest software, management app and utility are available from the Download
Center at https://docs.wavlink.xyz/Firmware/ .



https://docs.wavlink.xyz/Firmware/

A quick installation guide can be found in this guide.

Specifications can be found on the product page at https://docs.wavlink.xyz/.

If you encounter any issues, please don’t hesitate to email contact@wavlink.com to
provide feedbacks or contact online customer service, thank you !

Speed/Coverage Disclaimer

*Maximum wireless signal rates are the physical rates derived from IEEE Standard
802.11 specifications. Actual wireless data throughput and wireless coverage are not
guaranteed and will vary as a result of 1) environmental factors, including building
materials, physical objects, and obstacles, 2) network conditions, including local
interference, volume and density of traffic, product location, network complexity, and
network overhead, and 3) client limitations, including rated performance, location,
connection, quality, and client condition.


https://docs.wavlink.xyz/
mailto:contact@wavlink.com

Chapter 1 Network Management

This chapter contains the following sections :

* Network Setting

* LAN Setting
» Setting_Static IP Binding

Setting_IPv6

IPTV Setting

DNS Setting

Mode Selection

* SQM QoS

Network Setting

The way of network access can be changed as your requirement through configurating
the network setting.

1 . Access Network setting or More>Network>Network Setting.
2 . Select your network connection way from the WAN Type list.

1) DHCP(Dynamic Host Configuration Protocol)

e |t assigns network information including IP, Subnet Mask, default Gateway and
others for the computer, designed for small network environments such as a home
or a small office, managing and assigning IP without manual configuration.

e If the ISP(Internet Service Provider) has provided Auto Assign Feature for you, select
DHCP from the WAN Type list.



Network WAN Type DHCP A @ Help

Advanced v

Custom MTU
MAC Clone
Custom DMNS

Internet VLAN ID

SAVE

2) PPPoE(Point-to-Point Protocol over Ethernet)

e |t functions as a secure connection constructor, including verifying user identity,
assigning IP, and others. It is designed for broadband access methods such as ADSL,
fiber optics and others to provide a secure network connection.

e If the ISP has provided a Username and Password for you, enter them after
selecting PPPoE from WAN Type list.
Network WAN Type PPPoE A ® Help
Usermame

Password

3) Static IP

e |t assigns fixed IP address for the computer automatically. It is designed for network
connections, servers, remote access, etc., which require long-term stability to
ensure the stability of network connections.

e |If the ISP has provided a specificed IP parameters including IP address, Subnet Mask,
Gateway, DNS1 and DNS2, select Static IP from the list and enter the information
provided by the ISP.



Network WAN Type Static IP A @ Help
IP
Subnet Mask
Gateway
DMNST

DNS2 (Optional)

4) USB Tethering

e It works to share network connection after connecting the USB devices to the router.

Network WAN Type LISB Tethering w @ Help

5) PPPoE Dual Access

e Using dual PPPoE broadband lines, PPPoE Dual Access achieves balanced distribution
via the technology of Load Balancing. Designed for improving the network
bandwidth and stability, so it is for the occassion that requires large data
transmission.

e Enter the account and password provided by the ISP in Username and Password.
Then select DHCP or Static IP from Second WAN list, one note is that IP and
Subnet Mask are required for Static IP.

Network WAN Type PPPOE Dual Access ~ @ Help
Usermame
Passward
Second WaN DHCP v

6) PPTP Dual Access

e PPTP Dual Access refers to the dual-network accessing method of using two PPTP
VPNs. With it, users can configure two PPTP VPN to simultaneously access the
Internet, enhancing the reliability of bandwidth and network.

e Enter Username, Password, Server URL, then select DHCP or Static IP, one
note is that IP and Subnet Mask are required for selecting Static IP.



MNetwork WAN Type PPTP Dual Access v @ Help
Username
Password
Server URL

Second WAN DHCP hd

7) L2TP Dual Access

e L2TP Dual Access uses two L2TP VPN connections to access the Internet. it allows
users to use two VPNs to access the Internet, enhancing the reliability of bandwidth
and network.

e Enter Username, Password and Server URL, then select DHCP or Static IP, one
note is that IP and Subnet Mask are required for Static IP.

Network WAN Type L2TP Dual Access v @ Help
Usermame
Password
Server URL
Second WAN DHCP w

3. In Advanced, open and configure Custom MTU, MAC Clone, Internet VLAN ID
and others as your requirements.



Advanced wv

Server Name (Optional)

Access Concentrator Name

(Optional)

Host-Unig Tag Content sutomatic

Detect Online Interval (5) 1

Timed Connection

Redial Interval (M) 0
Custom MTU

MAC Clone

Custom DNS

Internet VLAN 1D

SAVE

Server Name
o The Server name, provided by ISP, indicates the name or address of PPPoE
server.
AC(Access Concentrator) Name
o The AC name, typically designated by the ISP, identifies the Access Concentrator
and distinguishes different access points.
Host-Uniq
o In PPPoE protocol, the Host-Uniq field is optional, used to uniquely identify
requests from a host. In the same network, it ensures every request connected
is unique while using PPP to connect to multi-users, avoiding confusion and
conflicts.
Detect Online Interval
o The detect online interval is used to set the time interval for sending LCP(cLink
Control Protocol) Echo request, which is a message from LCP of PPP protocol,
used to verify whether the line is still valid or capable of transferring data.The
appropriate interval is helpful for timely detecting and addressing link issue.

Custom MTU(MaximumTransmission Unit)



o The Ethernet MTU(MaximumTransmission Unit) is the largest size of a data
packet that can be transmitted over the network. If your ISP requires you to
adjust the MTU size, enable this option. Otherwise, we recommend you to keep
it disabled for optimal network performance.

e MAC Clone

o The MAC clone allows you to copy the MAC address from the computer to the
WAN interface of the router. When an ISP restricts internet access to a single
MAC address, by cloning the MAC address of the device, the router will appear
as the original device, ensuring an uninterrupted internet connection.

e Custom DNS

o The custom DNS allows you to configure optimal DNS server for the network

manually, instead of using the default DNS provided by the ISP.
e Internet VLAN ID

o The Internet VLAN ID is setted to recognizing the feature of Internet data. For
specific settings, please consult your network operator's customer service or
technical support staff.

4 . Click SAVE to finish configuration.

LAN Setting

DHCP server automatically assigns IP for the devices in the LAN. If it is required, you can
change its setting.

1. Click More>Network=>LAN.
2 . Click to enable DHCP.



LAN

DHCP C @
IP 192.168.20.1

Subnet Mask 255.255.255.0

Start IP 192.168.20.100

End IP 192.168.20.249

Lease Time 1 day L

e |IP Address: The IP address from which the router connects to the LAN. This can be
used to log in to the router's network management page.

e Subnet Mask: The subnet mask that the router connects to the LAN.

e Set IP Address Pool: When DHCP is enabled, the router automatically assigns IP
addresses to devices in the LAN from the address pool. If you need to change the
address pool range, modify the Start Address and End Address.

e Lease Time: This is the lease time of the IP address that the device obtains when
accessing the router. If you need to modify it, please select it again in the Lease
Time drop-down list.

3 . Click SAVE to finish the configuration.

Setting Static IP Binding

It allows you to link the specific IP to the MAC address of customer devices. Using it, you
can assign a fixed IP for the specific device so that the device can automatically obtain
the same IP everytime it connects to the network.

Static IP

|@®aoo|

IP MAC Operation

192.168.20.157 SAE4BDEDA0EE W BIND



1. Click More>Network>Static IP Binding.
2 . Click ADD in the top right corner to add a binding rule.
3 . Input the IP and MAC, then click BIND.

Setting IPv6

The IPv6 is the next generation Internet protocol, has more space for address, more
advanced functions and enhanced security. It aims to solve more issues on
interconnectio devices and provide better network performance and security.

IPv6 WAN Settings
Method OFf Obtaining | Static IPwe \'|
IPvE DHCPvE

Pvd+IPvE PPPoOE

IPvE Gateway Static IPve

1. Click More>Network>IPv6.
2 . Click once to enable IPv6.
3. 1IPv6 WAN Settings.

IPv6 WAN Settings

Method OFf Obtaining IPvd+IPvEe PPPOE b
IPve WAN Settings

Method Of Obtaining Static IPve W
|PwE /

IPwvE Gateway
Preferred DMS

Alternative DMNS

e 3.1 Select corresponding Method Of Obtaining from the list, then input
corresponding information:
o DHCPv6: The router automatically obtains the parameters such as IPv6
address. No manual requirements.

o IPv4+IPv6 PPPoE: When IPv4 Internet access is also PPPOE, you can select
IPv4+IPv6 PPPoOE. After enabled, IPv6 will use the IPv4 account and password to



dial the number, and you do not need to manually enter the IPv6 account and
password. Please note that this requires operator's support.

o Static IPv6: Manually input IPv6(address), IPv6 Gateway, Preferred DNS
and Alternative DNS.

4 . IPv6 LAN Settings.
IPvG LAN Settings

IPvE Address Assignment | Automatic Allocation b |
Automnatic Allocation "

IPvE Prefix F
SLAALC

IPvE fd00:7c28:acchn/40

e Selecting appropriate address assignment method from the IPv6é Address
Assignment list:
o Automatic Allocation: It will automatically assign IPv6 addresses to devices on
the LAN network.
o SLAAC: In the SLAAC, The terminals on the LAN will automatically create IPv6
addresses according to the router. 5 . Click SAVE to finish the configuration.

IPTV Setting

Setting IPTV allows you to enjoy multimedia service while using the network. You should
consult IPTV's service provider about VLAN ID and how to select IPTV Mode. Then you
can select the corresponding VLAN Port, and connect IPTV's cable to the corresponding

LAN port on the router.

Configuring IPTV

IPTV/VLAN
IPTV ‘_
BTV Mode Router Mode W
0 On W



1. Enter More>Network>IPTV/VLAN.

2 . Click once to enable IPTV.

3 . Select appropriate working mode from the IPTV Mode list.
3.1 Router Mode

IPTV/VLAN
IPTV C @
T Router Mode b
On W

Enable IGMP Proxy if you use IPTV service on multiple devices at the same time.
3.2 VLAN Bridge Mode: Enter VLAN ID and select VLAN Port.

IPTV/VLAN
IPTV - @
FTV Mode VLAN Eridge Mode b
LAMT ID 0
VLAMT LAM Port LAaM4 A
AN 0
/LAMZ LAM Port LAM4 b

4 . Click SAVE to finish the configuration.

e VLAN1 ID and VLAN1 LAN Port: The VLANL1 ID indicates the VLAN1, and the
VLAN1 LAN Port indicates the LAN port associated with VLANL.

e VLAN2 ID and VLAN2 LAN Port: The VLAN2 ID indicates the VLAN2, and the
VLAN2 LAN Port indicates the LAN port associated with VLANZ2.

Setting Dynamic DNS



Dynamic DNS(DDNS, Dynamic Domain Name System) is a function of mapping dynamic
IP addresses to fixed domain names. After enabling it, the router bind dynamic WAN IP

with the fixed domain so that you can connect to the router using the domain remotely.
In order to use this service, you need to register for the DDNS service with your service

provider.
Dynamic DNS

Dynamic DNS D
Connection Status Disconnected
Senvice Provider oray.com b
Username user_ddns
Paseword | ssssssss Pyt
Host Mame www.domain.com

1 . Enter More>Network>Dynamic DNS.

2 . Click once to enable Dynamic DNS.

3 . Select oray.com or NO-IP from the Service Provider list.

4 . Input corresponding Username, Password and Host Name from your DNS

registration information.
5 . Click SAVE to finish configuration.

Different dynamic DNS service provider may provide various parameters, and the
name or indication may vary. Therefore, you should look up the corresponding
explanation so that the correct parameters are inputed.

Mode Selection

Configure router's working mode according to your actual requirement.

1. Enter More>Network>Mode Selection.

2 . Select appropriate working mode from the Mode Selection list: Router Mode, LAN
Bridge(AP Mode) or Repeater Mode,

Router Mode



e In routing mode, the router converts Wi-Fi signals to wireless Internet access for
devices by connecting to the network operator's wired network, and provides wired
Internet access for devices through a wired port.

Mode Selection

Mode Selection Router Mode W

WAN Type DHCP v

Internet VLAN ID [ @)

Cloud App ()
| @,

Auto Mesh

WM Status Connected

o WAN Type: DHCP, PPPoE or Static IP, inputting the corresponding
parameters is required for PPPoE or Static IP.

o Internet VLAN ID: After enabling it, input ID Number.You should consult the
ISP about the detailed configurations.

o Cloud App: It allows you to control devices remotely from the cloud using the
APP.

o Auto Mesh: If it is enabled, the device will automatically switch to Mesh Router
Mode or Mesh Extender Mode depending on the network topology; If it is
diabled, the device will keep Mesh Router Mode.

LAN Bridge(AP Mode)

e In the AP mode of extending the existing network, you should confirm your device's
WAN port has connected to the Internet using the Ethernet cable. One note is that
some functions are not available in this mode.



Mode Selection

Mode Selection LAM Bridge (AP Mode) g
Smart DHCP Service . @)
WAMN Status Connected

o Smart DHCP Service: If it is enabled, the router will configure IP service
without connecting to the upper router. Please disable it if it is not required.

Repeater Mode

e In the repeater mode, to extend the Wi-Fi coverage, this router works as a wireless
repeater of the upper router. One note is that some functions are not available in
this mode.

Mode Selection

Mode Selection | Repeater Mode A

o 1) Click NEXT to rescan the Wi-Fi signal.




Mode Selection

® Select Wi-Fi Manual Input

e

Scan Time 60s

o 2) Select the wireless signal to be relayed, click NEXT.

o 3) If the network to be added is not found, click Rescan to rediscover the
network.Or select Manual Input to set it up.



Mode Selection

® select Wi-Fi © Manual Input

Please select the wireless signal to be relayed

5G/2.4G
“?’; WL531MX3-6E23-5G s meees s O
"ﬁ ED55_CSCSCSCS_5G - e O
"'"E?: winstar_5g e e s O
"g-" WAVLINK_Guest e messs s O
"".E*"' Parental-Wi-Fi s ees s O
“~§=:~'; ZZH-WIFI_5G )
‘?’; WAVLINK_Touch_EXT5G s meees s O
“-E-" WAVLINK_Touch g
"ﬁ 099-5-1 e e s O

RESCAN MNEXT

o 4) Enter the password of the superior wireless network and the wireless network
information of this device. Click Save to complete the setup.



Mode Selection

Superior wireless network information
Superior Metwork Mame WAVLINK-Mesh_C5D7

Password - -

Wireless network information of this device

Connection Type Bridge(Recommend) v
2.4G Wi-Fi Mame WAV LIMK-Mesh_C507_EXT2
Encryption Method QOPEN v
5G Wi-Fi Mame WAV LIMK-Mesh_C507_EXTS
Encryption Method QPEN i

SQM QoS

SQM QoS uses smart queue management to classify, schedule, and prioritize network
traffic, effectively controlling network congestion, ensuring bandwidth for critical
applications, reducing latency, suppressing jitter, and minimizing packet loss, thereby
enhancing network service quality.



SQM QoS

SQM QoS C @

Upload Bandwidth (Mbps) 1000

Download Bandwidth (Mbps) 10040

You Can Click On The Website On The Right
For Speed Measurement To Obtain https://fwww.speedtest.net
Bandwidth.

{This Website |5 A Third-Party Website, Please Pay Attention To Protecting

Persanal Privacy)

1. Navigate to More > Network > SQM QoS.
2. Click to enable SQM QoS.

3. Set the maximum Upload Bandwidth and the maximum Download Bandwidth.

4. Click SAVE to complete the configuration.



Chapter 2 Managing Wireless Network

This chapter contains the following sections:
* Wireless
* Guest Wi-Fi

e Parental Wi-Fi

Wireless

Configure the SSID, encryption method, password, and other wireless parameters for
both the 2.4G and 5G networks.

1. Navigate to Wireless or go to More > Wireless > Wireless.



Enable it to make 2.4G and 5G Wi-Fi dual bands in one 5510, The router will automatically select the faster Wi-
Fi band for you. If you disable it, you can set up the dual bands separately. c @ Help

Wi-Fi ssiD WAVLINK-Mesh_ACCS
Encryption Method WPA2-PSK (Recommended) v
Password | swan

|

Advanced v

2.4G Wi-Fi Settings Channel Automatic v
Bandwidth 20/40MHz b
Hide SSID
TWT
MU-OFDMA

5G Wi-Fi Settings Channel Automatic w
Bandwidth 20/80/160MHz v
Hide SSID
DFS a
TWT
MU-OFDMA

SAVE

Configuring Wireless Network

1) Dual Frequency Selection

Enabling Dual Frequency Selection combines the 2.4GHz and 5GHz Wi-Fi bands into a
single network to provide a better overall network experience. Disabling this feature
allows for separate configuration of the 2.4G and 5G networks.

1. Navigate to Wireless or go to More > Wireless > Wireless.

2. Click to enable/disable Dual Frequency Selection.

2) Setting Wi-Fi SSID and Password



1. Navigate to Wireless or go to More > Wireless > Wireless.
2. Set a new wireless network name in the SSID.

3. In the Encryption Method, select an encryption method from the dropdown list.(It
is recommended to choose WPA3-SAE or WPA2-PSK)

4. Set a new password for your wireless network in the Password.

Note: After setting up the new network, you will need to reconnect to the WiFi network
using the new password.

Advanced Settings

1) Setting Channel and Bandwidth

1. Navigate to Wireless > Advanced or go to More > Wireless > Wireless >
Advanced.

2. From the Channel dropdown list, select the operating channel for your wireless
network. (If you are unsure about which channel to choose, it is recommended to
select Automatic, so the device can automatically select the optimal channel based
on the surrounding environment for your better network experience.)

3. From the Bandwidth dropdown list, select the bandwidth for the router's wireless

data transmission.

2) Setting Hide SSID

1. Navigate to Wireless > Advanced or go to More > Wireless > Wireless >
Advanced.

2. Click to enable Hide SSID. After enabling this, the wireless signal for the
corresponding network will be hidden.

3) Setting DFS

After enabling this, the device will automatically avoid channels that are restricted in
your region.

1. Navigate to Wireless > Advanced or go to More > Wireless > Wireless >

Advanced.
2. Click to enable DFS.

4) Setting TWT



After enabling this feature, the router will automatically optimize resource scheduling
between devices, negotiate target wake time to reduce contention, increase device
sleep time, and ultimately extend the lifespan of the router.

1. Navigate to Wireless > Advanced or go to More > Wireless > Wireless >
Advanced.

2. Click to enable TWT.

Note: This feature requires terminal devices that support Wi-Fi 6. If the terminal device
is inactive for a long time, it may disconnect from the router.

5) Setting MU-OFDMA

After enabling this feature, the router will multiplex multiple users to improve
transmission efficiency and reduce network latency in multi-user internet environments.

1. Navigate to Wireless > Advanced or go to More > Wireless > Wireless >
Advanced.

2. Click to enable MU-OFDMA.

Schedule (Wireless Timer Switch)

The schedule function allows you to customize event rules to control the wireless
network switch, with up to three rules definable. This feature only takes effect after
obtaining the network time and only affects the main network. For the guest network,
you need to manually enable or disable this feature or define separate rules within the
guest network settings.



Schedule «

2.4G Wi-Fi Settings

Rule 1 . @

Blocking Start Time Blocking End Time
Internet Blocking Period a0~ || 00< |~| OQO<% |: 0O~
Internet Blocking Day Sun | Mon || Tues Wed | Thu | Fri | Sat

Rule 2
Rule 3

5G Wi-Fi Settings

Rule 1 " @

Blocking Start Time Blocking End Time
Internet Blocking Period g0~ ;| 00< |~| ©O% |: 0O~
Internet Blocking Day Sun | Mon || Tues |Wed | Thu | Fri | Sat

Rule 2
Rule 3

1. Navigate to Wireless > Schedule or go to More > Wireless > Wireless >
Schedule.

2. Click on Rule 1/2/3 under either the 2.4G Wi-Fi Settings or 5G Wi-Fi Settings to
set the timing rules.

3. Click SAVE to complete the settings.

Note:
e The schedule is based on the router's time. You can modify the time by going to
More > System > Time Zone.

e The wireless network will automatically turn on after the set time period.



Guest Wi-Fi

This feature allows you to provide Wi-Fi to guests without exposing your main network.
When you have visitors at your home, apartment, or workplace, you can create a guest
Wi-Fi for them. Additionally, you can customize guest Wi-Fi settings to ensure security

and privacy.
Guest Wi-Fi
Guest Wi-Fi C @)
SSID WAVLINK_Guest
Guest Wi-Fi Mode Mo Encryption Mode ™
Device |solation On v
Schedule
Rule 1
Rule 2
Rule 3
1. Navigate to More > Wireless > Guest Wi-Fi.
2. Click to enable Guest Wi-Fi.
3. Set the SSID.
4. In the Guest Wi-Fi Mode, set the encryption method: Encryption Mode, No

Encryption Mode, and WPA/WPA2. If you select WPA/WPA2, you will need to set the
RADIUS server IP, RADIUS port, and RADIUS password.

5. Set the Device Isolation. Once on, this feature will isolate devices connected to
the same LAN from each other, enhancing network security and privacy protection.

6. Set the guest Wi-Fi open time in the Schedule.
7. Click SAVE to complete the settings.



Parental Wi-Fi

Parental Wi-Fi allows you to set up a separate wireless network for family members. You
can configure its SSID, encryption method, and rules.

Wi-Fi Scheduling

Parental Control (_

Parental-Wi-Fi

OFEM b

Rule 1 (

Blocking Start Time Blocking End Time
Internet Blocking Period 0~ |: o= |~ 17= |: 00 -
SR - [- B

Rule 2

. Navigate to More > Wireless > Parental Wi-Fi.
. Click to enable Parental Control.

. Set the SSID, Encryption Method, and Password.

A W N B

. Set the Internet Blocking Period and Internet Blocking Day in Rule 1/2/3 to control
your child's internet access time.

5. Click SAVE to complete the settings.



Chapter 3 Mesh

This chapter contains the following section:

e Mesh Configuration

Mesh Configuration

If a single router cannot provide adequate wireless coverage for large homes, you can
purchase multiple WAVLINK routers that support Mesh networking to achieve full Wi-Fi
coverage throughout your home.

Adding New Mesh Device

Before setting up the Mesh network, ensure that:

The main router is connected to the internet and the setup wizard is completed, with the
indicator light showing solid blue.

1. Navigate to More > Mesh > Mesh Devices.

2. Click on @Add. Follow the on-screen instructions to prepare your mesh device, then
click NEXT.

Mesh Devices

) ADD
Status Mame IP MAC Signal Strength  Operation

tﬁ Router 192.16&8.20.1 &%= ACCA

Advanced >



Add New Mesh Device

1. Please confirm that the main router has successfully
connected to the Intermet.

2. Place the new mesh device you want to add near the
main router. If you have used the mesh device, please resst

it

3. Follow the on-screen instructions to power on the mesh device and press the pair
button when the mesh device starts operating. Click “SCAN”. The main router will
automatically scan the mesh device that is attempting to pair.

Add New Mesh Device

o onnne .---._.E-

1. Power on the mesh device and press the pair button
when the mesh device starts operating.
2. Click "SCAN", The main router will automatically scan the

mesh device that is attempting to pair.

4. Once the scan is completed, select the mesh device you want to add.



Advanced Settings

Advanced

Roaming D
Roaming Thresholc -G8 dBm
Topelogy Optimization
Threshold Of Topology Optimization -6o dBm

1) Roaming (Wireless Roaming Technology)

Enabling Roaming allows devices to seamlessly switch between two Mesh routers. As
you move away from one router and get closer to another, the device will automatically
disconnect from the current router and connect to the nearer one to provide a smoother

network experience.
1. Navigate to More > Mesh > Mesh Devices > Advanced.
2. Click to enable Roaming.

3. Set the Roaming Threshold to an appropriate parameter.

Note: The wireless roaming trigger threshold should only be set by experienced
professionals. If you lack professional experience in setting this, it is recommended to
keep the default settings to avoid negatively impacting the network user experience.

2) Topology Optimization

When you have three or more paired devices and all devices have completed pairing,
you can enable the topology optimization feature. This function can automatically adjust
the optimal path based on the signal strength between devices to ensure that all sub-
routers and corresponding upper-level devices have the best signal connection status,
achieving optimal network coverage.

1. Navigate to More > Mesh > Mesh Devices > Advanced.

2. Click the OPTIMIZATION button after Topology Optimization.

3. Ensure the Threshold Of Topology Optimization is set to an appropriate
parameter.



Note: You can adjust the signal threshold that triggers topology optimization to achieve
the best mesh network coverage. If you do not have professional setup experience, it is
recommended to use the default settings.

Topology Map

In this interface, you can see the network topology map, which shows the device access
relationships and network connection status. It will also display the MAC address of each
connected device, making it easier to see which terminals the devices are connected to.

1. Navigate to More > Mesh > Topology Map.

Topology Map

an



Chapter 4 Net Guardian

This chapter contains the following sections:
* Al QoE

e Parental Control

e Secure DNS

e AdGuard Home

Al QoE

The Al-based Network QoE (Quality of Experience) engine integrates three core Al
technologies - packet classification, traffic prioritization, and bandwidth detection. These
technologies work seamlessly together to maximize critical throughput, minimize
latency, and automatically prioritize traffic.

1. Navigate to More > Net Guardian > Al QoE.
2. Click Enable Al Qoe.

3. Select an operating mode. It is recommended to select Al Mode, or you can also
select a mode that best fits your usage scenario: Gaming, Streaming, Office,
Work From Home.

4. Set the Sensitivity and Intensity parameters according to your needs.



Al QoE

Enable Al Qoe D

®  Al{Auto)
2 Gaming

Mode (> Streaming
2 Office

0 Work From Home

Sensitivity 0 v |

Intensity 0 w

Database Version MARK_20241106

Auto Update

SAVE RESET

Parental Control

Parental Control allows you to set unique internet access restrictions for each family
member. You can block inappropriate content and set daily total online time limits,
restricting internet access to specific times of the day.

1. Navigate to More > Net Guardian > Parental Control.

2 . Click NEW PROFILE to create profiles for family members.

MNEW PROFILE

Mo Profile. Please add a new profile

3 . Add Basic Info.



Profile Management

Enable Profile (

Basic Info Content Filter Time Controls

Profile Mame test

Device SA: 84 :BD:S8D: 40 : 8B w ADD

1) Enter the Profile Name.

2) In the device dropdown menu, select or manually enter the MAC address of the
family member's device, then click ADD.

* Note: Only devices currently connected to the router’'s network are listed here. If
you cannot find the device you want to add, connect it to your network and try
again.

4 . Set Blocked Content.



Profile Management

Enable Profile (

Basic Info Content Filter Time Controls
| Category/APP Filter [ Select All Search APP SEARCH

O aDUIT O GAMBLUNG [CIVIOLENCE [ ILLEGAL [(JDRUG [ DANGEROUS [ MAMNGA,
O DATING O GAME (O CLOUD GAME (O LUWVE [OSTREAMING (O RELIGION (O SHOPPIMG
O SPORTS [ FINANCIAL

| Keyword Filter

ADD

Profile Management

Enable Profile (

Basic Info Content Filter Tirne Controls
| Category/APP Filter O select All | Search APP SEARCH

O ADULT 8 GAMBLING [CJWIOLENCE [JILLEGAL [DJDRUG [JDANGEROUS [ MANGA
O CATING E GAME (O CLOUD GAME (O UWVE [OJSTREAMING (O RELIGION [J SHOPPING

O sPORTS (| (] Taiko Web
[ Tuca Jogos .

| Keyword Filter [ Tubia Games
TrueGames
YIKM.NET
[ Gun Mayhem
[ TrucoON Games
() Truco Brasil
[ Age Of War

o

1) Click Content Filter.

2) In the Category/App Filter list, check the content categories you want to block.



3) You can also block specific websites. In the Keyword Filter, enter keywords (e.g.,
“Amazon”) or URLs (e.g., “www.Amazon.com”) and then click ADD.

5 . Set time rules for Internet access restrictions.

Profile Management

Enable Profile

Basic Info Content Filter Time Controls
| Weekly Days Limits

Every Weekday(MOM to FRI) W
| Daily Time Limits

07 v | 0o

Every Weekday(MON to FRI) | 07:00-19:00

CAMCEL

1) Click Time Controls.

ADD

2) In Weekly Days Limits dropdown list, select the days of the week when the rule will

repeat.

3) In Daily Time Limits, select the start time and end time.

4) Click ADD to generate the time rule.

6 . Click SAVE to complete the configuration.

7 . After adding the profile, you can check detailed access history by clicking Visit
History and modify the profile’s restrictions at any time by clicking Edit.


http://www.amazon.xn--com-9o0a/

Profile Mame TEST
Status O

Devices 1

Visit Histcnrj,f| |Edit| | ]Elete|

Visit History
[tems Per Page “ MAC TAIAEE28:37:08
Time Type Application

2025/01/03 14:2326  SHOPPING -
2025/01/03 14:23:26  STREAMING bkvv.video.qg.com

2025/01/03 142258  SHOPPING umc.danuoyi.alicdn.com

Items 1to 3, total 3 = 2 n . »

Secure DNS

This feature encrypts your DNS traffic to enhance security and privacy, preventing DNS
leaks and DNS hijacking.

1. DNS Navigate to More > Net Guardian > Secure DNS

2. Click to enable Secure DNS.

3. Set the DNS Protocol and Server Provider.

4. Click SAVE to complete the configuration.



Secure DNS

Secure DMNS D

DMS Protoco DMS over HTTPS b

Server Provider AdGuard o

AdGuard Home

AdGuard Home acts as a global DNS blocker to filter harmful content from the network,
such as ads, malwares, trackers, and more.

AdGuard Home also offers advanced functions such as parental control, statistics,
custom rule, and more so you can better manage network traffic and protect privacy. By
running AdGuard Home on your router, you can have one-stop ad blocking and privacy
protection for your entire network without installing separate software or browser plug-
ins on each device.

Initial Settings

1 . Access More> Net Guardian > AdGuard Home.

2 . Open AdGuard Home.

AdGuard Home

AdGuard Home D

3 . Click the URL behind Manage Page or enter http://192.168.20.1:3000 manually on
the browser. Access the AdGuard Home manage page and enter the installation guard

page.

G NOTE


http://192.168.20.1:3000/

If your router IP is not 192.168.20.1, please change 192.168.20.1 to your router IP.

1) Enter the AdGuard Home manage page, and click Get Started.

ADGUARD

HOME

Welcome to AdGuard Home!

AdGuard Home is a network-wide ad-and-tracker blocking DNS server. Its purpose is to
let you control your entire network and all your devices, and it does not require using a
client-side program.

Step 1/5

2) Select the Listen interface and bind Port on the Admin Web Interface.

Admin Web Interface

Listen interface Port

All interfaces v 2080

Your AdGuard Home admin web interface will be available on the following addresses:

s http://127.0.0.1:3080

s  http://172.16.2.111:3080

*  http://192.168.20.1:3080

*  hitp://197.131.179.1:8080

*  http://[:21]:8080

*  http//[fd00:7c28:acch:1]:8080

3) Select the Listen interface and bind Port on the DNS server.



DNS server

Listen interface Port

All interfaces v 5353

You will need to configure your devices or router to use the DMS server on the following
addresses:

* 127.0.0.1:5353

s 172.16.2.111:5353

* 192.168.20.1:5353

* 197.131.179.1:5353

s [21]:5353

o [fd00:7c28:acc8:1]:5353

4) Set the username and password for AdGuard Home login. Click Next.

ADGUARD

HOME

Authentication

Password authentication to your AdGuard Home admin web interface must be
configured. Even if AdGuard Home is accessible only in your local network, it is still
important to protect it from unrestricted access.

Username

Test

Password

Confirm password

Step 3/5




5) Click Open Dashboard.

ADGUARD

HOME

Congratulations!

The setup procedure is complete and you're now ready to start using AdGuard Home,

Open Dashboard

Step 5/

6) Enter your Username and Password to log in to the dashboard.

ADGUARD

HOME

Username

=

Password

Forgot password?

7) In the dashboard, you can monitor the number of DNS blocks and some lists in real
time.



@ ADGUARD [ @ Dashboard @

W Filters B Querylog (& Setup Guide

Dashboard

0 0 0% O 0%
DMNS Queries Blocked by Filters Blocked malware/phishing Blocked adult websites
General statistics Top clients
for the last 24 hours for the last 24 hours -
DNS Queries @ 0 Client Requests count
Blocked by Filters (7) 0
Blocked malware/phishing (7) 0
Nao clients found
Blocked adult websites (7) 0
Enforced safe search @ 0
Average processing time @ 0
Top queried domains Top blocked domains
for the last 24 hours for the last 24 hours
Domain Requests count Domain Requests count
Mo domains found No domains found

[

8) If you can not use a default DNS server, you can add a new DNS in Settings.



@ H“DEI—_GUARD [ on | (@) Dashboard {8} Settings W Fiters B Querylog (@ Setup Guide
DNS settings

Upstream DMS servers

Enter one server address per line. Learn more about configuring upstream DNS servers, Here is a list of known DNS providers to choose from.

114.114.114.114
119.29.29.29

o Load-balancing
Query one upstream server at a time. AdGuard Home uses its weighted random algorithm to pick the server so that the fastest server is used more often.

Parallel requests
Use parallel queries to speed up resclving by querying all upstream servers simultansously.

Fastest IP address
Query all DNS servers and return the fastest IP address among all responses, This slows down DNS queries as AdGuard Home has to wait for responses from all DNS
servers, but improves the overall connectivity.

Examples:
1. 94.148.14.148 ! regular DNS (over UDP):
. tls://dns-unfiltered.adguard.com :encrypted DNS-over-TLS;
. https://dns-unfiltered. adguard. com/dns-query encrypted DNS-over-HTTPS;

. quic://dns-unfiltered.adguard. com: 784 rencrypted DNS-over-QUIC (experimental);

. sdns://... :DNS Stamps for DNSCrypt or DNS-over-HTTPS resolvers;

2

3

4,

5. tep:/f94.148.14.148 : regular DNS {over TCP);

6

7. [/example.local/]94.148.14.148 :an upstream for specific domains;
8

. # comment :a comment.

9) If you set DNS blacklists, please access Filter>DNS blocklists.



DNS blocklists

AdGuard Home will block domains matching the blocklists,

AdGuard Home understands basic adblock rules and hosts files syniax

Enabled MName List URL Rules count Last time updated
e AdGuard DNS filter https:/fadguardteam.github.io/Ad... 0 -
AdAway Default Blocklist https://adaway.org/hosts.txt 0 -

Previous Page 1 A M0rows Next

Add blocklist Check for updates

10) Click New blocklist>Add a custom list.

MNew blocklist

Choose from the list Add a custom list

Cancel

11) Enter the name and URL of the new blocklist. Click Save.

MNew blocklist

Enter a valid URL to the blocklist.

Actions

[«
()]



Chapter 5 NAT Forwarding

This chapter contains the following sections:

e UPnP Settings Overview

* Port Forwarding

e DMZ

e Hardware NAT

UPnP Settings

UPNnP (Universal Plug and Play) is a network protocol designed to make connecting
devices simpler and more automated. Using the UPnP protocol, devices can
automatically discover each other on the network and establish communication
connections without requiring manual configuration or setup.

UPNP allows devices to share resources such as files, printers, and other multimedia
content. The UPnP protocol is widely used in home networks and office environments to
facilitate communication and interaction between devices.

1. Access More>NAT Forwarding>UPnP.

2. Set ON/OFF UPnP.

3. Click SAVE to finish configuration.

UPnP
«
Connection List v Mumber of connections: 0
Application Description Protocol External Port Internal Port IP

Mo Data

() NOTE



The computer operation system and application program you used need to support the UPnP
function.

Port Forwarding

Port forwarding is a network technology. It maps a specific port on a public network to a
specified server on the local network, allowing Internet users to access the local network

server’s service by accessing the port.

Port Forwarding

@ ADD

Server IP External Port Internal Port Protocol Operation

BIMND
TCP b

1. Access More>NAT Forwarding>Port Forwarding.

2. Click Add.

3. Enter the parameters of Server IP, External Port, and Internal Port.
4. Select Communication Protocol.

5. Click Bind to finish the configuration.

DMZ

Enable DMZ (Demilitarized Zone) management function, only enter one IP address that
connects this device, then this device can be DMZ host. So this device can be accessed

via external network and open all ports to improve fluency of corresponding
communication. Please note security software and firewall on this host need to be
closed temporarily when you use this function. So please consider using this function

carefully.



DMZ

DMZ Host C @)

DMZ Host IP 192.168.20.215

SAVE

@ NOTE

DMZ is suitable for use when you are not sure of the ports that need to be opened. Computers will be
completely exposed to the WAN after opening DMZ Host, which may bring security risks to
computers. So please do not open it easily. Close it in time if you do not need to use DMZ Host.

1. Set the computer to a Static IP such as 192.168.20.215.
2. Access More>NAT Forwarding>DMZ.
3. Open DMZ Host.

4. Enter the IP address of the corresponding computer (192.168.20.215).
5. Click SAVE to finish the configuration.

Hardware NAT

Data is forwarded by hardware instead of being processed by the CPU after enabling
Hardware NAT, which can improve the device’s performance. Turn off NAT if you need to
calculate throughput rate, usage statistics of CPU and RAM.

Hardware NAT

Hardware MAT D

SAVE

1. Access More>NAT Forwarding>Hardware NAT.
2. Open Hardware NAT.
3. Click SAVE to finish the configuration.



Chapter 6 Network Security

This chapter contains the following sections:
* Firewall

* ALG Configuration

Firewall

Firewall

Block Ping

Port Scan Blocking

AAA

Block DDos Attacks

SAVE

1 . Access More settings>Security>Firewall.

2 . Open Block Ping: It can prevent ping attacks and scanning and reduce the risk of
network attacks on this device.

3 . Open Port Scan Blocking: It can protect server ports on devices from attacks.

4 . Open Block DDoS Attacks: It enables the router to avoid the massive resource
consumption caused by DDoS attacks and ensures normal services.

5 . Click SAVE to finish the configuration.

ALG Configuration

ALG (Application Layer Gateway) allows a custom NAT traversal filter to be inserted
into the gateway to support the address and port translation of certain application layer
“control/data” protocols. Keeping default settings is recommended. When you use voice
and video applications to create or receive calls through the router, you may need to
disable SIP ALG because some voice and video applications do not work well with SIP
ALG.



ALG

PPTP Passthrough
L2TP Passthrough
IPSec Passthrough
FTP ALG

TETP ALG

RTSP ALG

H323 ALG

SIP ALG

1. Access More>Security>ALG.
2 . After configuration, please click SAVE to finish.

AAA



Chapter 7 VPN Server and Client

This chapter contains the following sections:

* VPN Server Configuration

¢ VPN Client

VPN Server and Client

VPN (Virtual Private Network) can encrypt your network connection to ensure the safe
transfer of important data and avoid information stealing. Remote users (VPN clients)
can safely connect VPN server.

VPN Server Configuration

Open VPN Server Configuration

OpenVPN Server is used for remote devices to establish an OpenVPN connection to
access your home network. If you use VPN function, you need to enable the OpenVPN
server on a router and then install and run VPN client apps on remote devices.



OpenVPN Server

CpenVPN Senver

@@

172162111

The currert WAM IP is & private network address {1000, 172.16.0x, or 192.168.0).

Subnet Mask

SAVE

. Access More>VPN>0OpenVPN Server.
. Open OpenVPN Server.

. Select Interface Type.

. Select OpenVPN Protocol.

u A W N

lease to devices.

tun

tcp

10.8.0.,0

255.255.255.0

1194

AES-128-GCM

SHAZ256

6 . Enter OpenVPN Port. 1024~65535 is recommended.
7 . Select Encryption Method and Identity Verification.

b

. In IP and Subnet Mask, enter the range of IP addresses the OpenVPN server can

8 . Open Login With Username And Password to customize username and password.
If turned off, you can connect without a username and password.
9 . Set whether to enable Allow LAN Access.



Connection List v

Virtual Address  Physical Address  Receive Bytes  Send Bytes  Connection Time

SAVE

Generate backup file
Export Log File

10 . Click SAVE.
11 . Click Generate backup file to save it. VPN client device will establish VPN
connection by using the file.

Use WireGuard VPN Server

WireGuard is a concise, efficient, and secure VPN protocol with advanced encryption
algorithms, low latency, high throughput, simple and easy-to-use configuration, and
cross-platform support.

WireGuard Server

WireGuard Server D

p 10.0.0.1

Local Port 31820
SAVE

. Access More>VPN>WireGuard Server.
. Open WireGuard Server.

. Enter IP and Local Port.

. Click SAVE, then click REFRESH.

H~ W N P

Save

100%, Please refresh...



5 . Enter Password again to access router manage page. Access
More>VPN>WireGuard Server.
6 . Click ADD USER. Set Username and click APPLY.

WireGuard Server

WireGuard Server (_

() ADD USER
Usermame P Configuration File Operation

7 . Click download icon to export the configuration file. VPN client device will establish
VPN connection by using the file.

Username IP Configuration File Operation
Test 10.0.0.2/32 &+,

8 . If the client connects successfully. You can view this client in the connection list.

Connection List

Username P Receive Bytes Send Bytes Last Connection

Test 10.0.0.2/32 188.62KiB 200.36KIB 1m 34s ago

VPN Client Configuration

VPN client can establish VPN connection for devices in your home network to access
remote a VPN server.

PPTP/L2TP VPN Client Configuration

VPN converts public networks (Internet, etc.) into private networks using encryption
technology to offer greater security and privacy protection.



VPN Client

Client On/Off . @
nternet Access Method PPTP b
Server Server Address b
Server Address 172.16.2.216

Connection Status Disconnected

. Access More>VPN>VPN Client.
. Open VPN Client.

. Select Internet Access Method.

A W N P

. Select Server Address in Server or enter corresponding information in Server
Address.

. Enter Username and Password.
6. Click SAVE to finish the configuration.

)]

OpenVPN Client Configuration



OpenVPN Client

OpenVPN Client - @
Ername Test
Connecting...
oad Ovpn File master.ovpn
UPLOAD

1. Access More>VPN>0OpenVPN Client.
2. Open OpenVPN Client.

3. If your VPN supplier requires Login With Username And Password, open it and
enter VPN Username and Password.

4. Click file icon to import “.ovpn file”, then click UPLOAD.
5. Click SAVE to finish the configuration.

WireGuard VPN Client Configuration

1. Access More>VPN>WireGuard VPN Client.
2. Open WireGuard VPN Client.

3. Import the WireGuard Configuration File supplied by the VPN supplier, then click
UPLOAD. Or click Manual Input to enter the parameters of WireGuard VPN.



WireGuard Client

WireGuard Client ‘_

Receive

S5ent
Upload Manual Input

WireGuard Configuration File

| Test.conf | =

UPLOAD

Configuration File

4. Click SAVE to finish the configuration.

ZeroTier Configuration

ZeroTier

ZeroTier (_

Disconnected

Metwork IC 8056c2e21c000001

1. Access More>VPN>ZeroTier.



2. Open ZeroTier.
3. Enter Network ID obtained on the Zerotier manage page.
4. Click SAVE to finish the configuration.



Chapter 8 USB Setting

This chapter introduces USB storage service, USB tethering, and print service.
It contains the following sections:

» Storage Server

» USB Tethering

e Print Service

Storage Server

Please plug your USB storage device into the router's USB port, then you can access the
storaged file locally and remotely.

Storage Server

Jsermame usbuser
Password | awass bt
P MAC USB Status
182.168.20.1 G ACCA

1. Plug the USB storage device into the router's USB port.

2. Windows PC: Input the IP address (for example:\192.168.20.1)in the address bar of
the file explorer.

MAC PC: Enter Connect to Server, and input IP address(for example:\192.168.20.1).

@ NOTE: ONLY EXFAT, FAT32, AND NTFS FILE FORMAT SUPPORTED.

3. Use the username and password you set before to access it. If you need to change
your password, please click More>USB>Storage Server.



USB Tethering

You can connect your phone to this router via the USB port to enable the USB network
tethering feature, which allows network communication between other devices and this
router.

USE Tethering
USE Tethering (

1. Choose More>USB>Storage Server.

2. Click to open USB Tethering.
3. Click on "SAVE" to complete setting.

Print Service

USB print service function allows your devices to connect to the USB printer. Within this
router's range, multiple devices can access and use the printer simultaneously to print.

Print Service

Print Service (:)

IP Frinter Name Printer Model Port Status Operation

192.168.20.1 EPSOM L1110 Series Q100 EDIT

1. Connect the printer to the USB port of this router, the system can detect the printer

automatically.

2. Install the printer's driver and software application on your device(such as a laptop
or mobile phone).

3. Connect your device to this router's wireless network or its LAN port and ensure the
device is connected to the router's network.

4. Click on More>USB=>Print Service.



5. Click on Print Service to enable it.
6. Click on SAVE to complete.



Chapter 9 Remote Access

This chapter introduces remote web access and cloud APP.
It contains the following sections:

* Remote Web Access

* Cloud App

Remote Web Access

With this function, you can manage this router remotely via the Internet. Input
"http://WAN IP: port number" for remotely accessing this device. We recommend you
write this router's WAN port number down before using this function.

Remote Web Access

Remote Web Access (_

1. Access to More>Remote Access>Remote Web Access.
2. Turn on Remote Web Access.

3. Set External Port.

4. Click on SAVE to complete settings.

Cloud APP

With this function, you can control this router remotely from the cloud with the APP.


http://wan/

Cloud App

Cloud App (_

Connection Status Connected

Don't have the app? Click to download

1. Access to More>Remote Access>Cloud APP.
2. Click on Cloud APP to enable the function.
3. Click on "SAVE" to complete settings.

@ NOTE:

If you didn't download APP, please click on Click to download to scan the pop-up QR
code for downloading. You can also scan the QR code directly to obtain APP.

Scan the QR code using your phone to download the
app.




Chapter 10 NET Tools

This chapter introduces how to check network status, test network connection, and
enable Wake-on-LAN function.

It contains the following sections:

* Network Check

* Diagnostics

e \Wake-On-LAN

Network Check

You can scan the entire network to analyse and optimize network status via network

check.

MNetwork Check

If your device is unable to connect to the Internet
or the network is unstable, you are recommended

* to test
START DETECTIOM

WM Check WAMN port status, IP acquisition, and port rate limit Mot detected
Internet Detect the connectivity status between devices, gateway, and network Mot detected
Wi-Fi Detect Wi-Fi signal interference Mot detected
Memory Check memory and CPU usage Mot detected

1. Access to More>NET Tools>Network Check.

2. Click on START DETECTION.



MNetwork Check

Detection completed. The results are as follows:

ONE-CLCK REFAIR

WM Check WAN port status, |IP acquisition, and port rate limit
WAM cable status
WAM IP Status
WAN Port Metwork Link limit Link rate: 100M Full duplex
Internet Detect the connedtivity status between devices, gateway, and network
Ping Gateway Status
Metwark
Wi-Fi Detect Wi-Fi signal interference

246G Wi-Fi Signal Status

5G Wi-Fi Signal Status Wi-Fi signal interference is strong ﬂ
Memory Check memory and CPU usage
CPU Usage 12%
Memory Usage 55%

3. Click on "ONE-CLICK REPAIR" or manually optimize your network with prompts.

Diagnostics



Diagnostics

Ping Or Route Tracking Ping b

IF Address Or Domain Mame www.biying.com

PING

PING www.biying.com ({202.89.233.100): 56 data bytes

&4 bytes from 202.89.233.100: seg=0 =117 time=44.165 ms
&4 bytes from 202.89.233.100: seg=1 ttl=117 time=43.364 ms
&4 bytes from 202.89.233.100: seg=2 ttl=117 time=43.051 ms
&4 bytes from 202.89.233.100: seg=3 ttl=117 time=42.965 ms

--- www.biying.com ping statistics ---

4 packets transmitted, 4 packets received, 0% packet loss
round-trip min/avg/max = 42.965/43.386/44.165 ms

1. Access to More>NET Tools>Diagnostics.

2. In the dropdown list Ping Or Route Tracking, choose Ping or Tracert.

e Ping : used for checking the connection between the router and the target device
whether normal or not.

e Tracert : used for checking the node information between the router and the target
device.

3. Input the IP Address Or Dormain Name that you want to test.

4. Click on PING or TRACETOUTE button for testing.

Wake-On-LAN

Wake-On-LAN (WOL) is a technology where the network interface card (NIC), along with
other software and hardware, sends a specific data frame to the NIC that is in standby
mode, enabling the computer to start up from a powered-off state.



1

2

o b~ W

. Access to More>NET Tools>Wake-On-LAN.

Wake on LAN

L Describe WAL Hour  Minute Repeat

Mo Data

. Click on Add to start Wake-On-LAN setting.

Wake-up Configuration

Describe Test

MAC CO: 25 : A5 : 9F : B5 : 2F
Time setting 12 Hour 00 | Minute
Reboot Time Mo || Tu || We || Th | Fr||Sa

WAKE UP SAME

. Add the Discribe of the configuration.
. Input the Mac Address of the device that you want to remotely wake up.
. Set Time setting and Reboot Time.

. Click on SAVE, complete the configuration.



Chapter 11 System Setting

This chapter introduces firmware update, password change, system log, system time
setting, indicator setting, backup and restore, and how to restart router.

It contains the following sections:

* Firmware Upgrade

* Change Password

* System Log
e Time Zone
e LED Control

e Backup & Restore

e Scheduled Reboot

Firmware Upgrade

Regular firmware upgrade can obtain the newest functions and security patches,
improving the performance and stability of the router, and fixing possible bugs and
security risks.

WAVLINK provides two ways to upgrade your firmware: local upgrade and online
upgrade. You can choose one of them to update your firmware.

Access to More>System=>Firmware Upgrade.



Local Upgrade

Manually upgrade the firmware. You can download a new firmware file from the official WAVLINK website. The

following devices are the same model as the devices you currently connect to.

O Mesh Device Current Version
] Router MOZAXEAl V241119
Mew Firmware Choose File B

UPLOAD FILE

The following devices are different models from the devices you are currently connected to. You can upgrade
them by dlicking the Upgrade link to access the Manual Upgrade page.

Mesh Device Current Version Upgrade Link

Mo Devices

Online Upgrade

If the device has Internet access, you can upgrade online. After checking the latest firmware version, click the
"OME-CLICK UPGRADE" button.

O Mesh Device MAC Current Version Latest Version Status

O Router PrywmmEmdE TN MOZAXRAL V241119 Mo new version available Mot upgradable

CHECK FOR NEW VERSION OME-CLICK UPGRADE

Local Upgrade

1. Access to WAVLINK official website: www.wavlink.com. Download the
corresponding upgraded software of the current hardware version.

2. Select the device that needs to be updated.

3. Click on Choose File or File icon, and select the firmware file that needs to be
uploaded. Click on UPLOAD FILE.

4. Wait for the completion of updating.

@ NOTE:


http://www.wavlink.com/

e After updating, the router will automatically reboot to apply new firmware. The
process will take few minutes to complete, please wait patiently.

e During updating, the router can't be powered off in case the router's firmware gets
damaged.

Online Upgrade:

1. Choose the device that needs to be updated.

2. Click on CHECK FOR NEW VERSION to view the upgradable version to update. Or
directly use ONE-CLICK UPGRADE.

3. Wait for the update completion.

@ NOTE:

e After updating, the router will automatically reboot to apply new firmware. The
process will take few minutes to complete, please wait patiently.

e During updating, the router can't be powered off in case the firmware gets
damaged.

e When CHECK FOR NEW VERSION, if the prompts show that the firmware is the
newest version, there is no need to upgrade the router.

Change Password

Change Password

Old Password

Mew Password The password should b

Confirm Mew Password The password sho
SAVE

1. Access to More>System>Change Password.

2. Input the current one on the Old Password text field.

3. Input the new one on the New Passowrd text field.



4. Input the new one on the Confirm New Password text field, ensuring the inputed
password is the same as the new password.

5. Click on SAVE to complete password changing.

System Log

When it comes to malfunction, reserve the system log and send it to technical support
for trouble shooting.

System log

System Log Export log

Tue Mov 19 13:36:38 2024 [LAN] [DHCPV4] c0:25:a5:9f:b5:2f, 192.168.20.215, DESKTOP-BJ3F3MU.,
Tue Mov 19 13:36:57 2024 [WAN] [DHCPV4] ip: 172.16.2.111, gw: 172.16.2.1.

Fri Jan 03 07:28:26 2025 [WAN] [DHCPV4] ip: 172.16.2.111, gw: 172.16.2.1.

FriJan 3 07:28:31 2025 [LAN] [DHCPV4] c0:25:a5:9F:b5:2f 192.168.20.215, DESKTOP-BJ3F5MU.
Fri Jan 03 O7:28:34 2025 [WAN] [DHCPV4] ip: 172.16.2.111, gw: 172.16.2.1.

FriJan 3 07:2836 2025 [USER] login successful, »ffff:192.168.20.215.

Fri Jan 03 07:29:35 2025 [WAN] [DHCPVA] ip: 172.16.2.111, gw: 172.16.2.1.

FriJan 3 07:20:36 2025 [LAN] [DHCPV4] c0:25:a5:9F:b5:2f 192.168.20.215, DESKTOP-BJ3F5MU.
FriJan 3 07:29:42 2025 [LAN] [DHCPV4] 5a:84:bd:8d:40:8b, 192.168.20.187, =

Fri Jan 03 07:29:47 2025 [WAN] [DHCPY4] ip: 172.16.2.111, gw: 172.16.2.1.

Fri Jan 3 07:20:52 2025 [LAN] [DHCPV4] c0:25:a5:91:b5:2f 192.168.20.215, DESKTOP-BJ3F5MU.
Fri Jan 03 O7:29:57 2025 [WAN] [DHCPV4] ip: 172.16.2.111, gw: 172.16.2.1.

FriJan 3 07:30:09 2025 [LAN] [DHCPV4] 7a:3aie=28:37:08, 192.168.20.135, LAL.

FriJan 3 07:31:23 2025 [USER] login successful, »ffff:192.168.20.215.

Fri Jan 03 07:31:57 2025 [WAN] [DHCPV4] ip: 172.16.2.111, gw: 172.16.2.1.

FriJan 3 07:32:02 2025 [LAN] [DHCPV4] c0:25:a5:9F:b5:2f 192.168.20.215, DESKTOP-BJ3F5MU.
FriJan 3 07:32:02 2025 [LAN] [DHCPV4] c0:25:a5:91:b5:2f, 192.168.20.215, DESKTOP-BJ3F5MU,
Fri Jan 03 07:32:09 2025 [WAN] [DHCPY4] ip: 172.16.2.111, gw: 172.16.2.1.

Fri Jan 3 07:32:14 2025 [LAN] [DHCPV4] c0:25:a5:97:b5:2f 192.168.20.215, DESKTOP-BJ3F5MU.
Fri Jan 03 07:32:19 2025 [WAN] [DHCPV4] ip: 172.16.2.111, gw: 172.16.2.1.

FriJan 3 07:32:24 2025 [USER] login successful, »ffff:192.168.20.215.

Fri Jan 3 07:33:03 2025 [LAN] [DHCPV4] 5a:84:bd:8d:40:8b, 192.168.20.187, *

Fri Jan 3 07:33:47 2025 [LAN] [DHCPV4] 7a:3a:ee28:37:08, 192,168.20.135, LAL.

Fri Jan 3 07:34:06 2025 [LAMN] [DHCPV4] 5a:84:bd:8d:40:8b, 192.168.20.187, =

FriJan 3 07:35:34 2025 [LAN] [DHCPV4] 5a:84:bd:8d:40:8b, 192.168.20.187, =

Fri Jan 3 07:37:28 2025 [LAN] [DHCPV4] 5a:84:bd:8d:40:8b, 192.168.20.187, *

Fri Jan 03 07:38:26 2025 [WAN] [DHCPY4] ip: 172.16.2.111, gw: 172.16.2.1.

Fri Jan 3 07:38:31 2025 [LAN] [DHCPV4] c0:25:a5:9F:b5:2f 192.168.20.215, DESKTOP-BJ3F5MU.
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1. Access to More>System>System Log.

2. Click on Export log to save the log to the computer.



Time Zone

The system time is the time displayed when the router is running. The system time you
set here is used for other time-based features, like Parental Control.

Time Zone
Current Time 2025/01,/03 0&3:43:37
Time Zone (UTC-00:00) Dublin, Edinburgh, Lisbon, |

Daylight Saving Time (DST)

SAVE

. Access to More>System>Time Zone.
. Choose the right time zone in the dropdwon list of Time Zone.
. Turn on/off Daylight Saving Time(DST).

A W N B

. Click on SAVE to complete the configuration.

Led Control

The router's indicators are used for indicating the device's status or running. By setting
the indicator, you can know the device's working status more clearly, find and ban
machine problems in time.

Led Control

Led Status (

SAVE

1. Access to More>System=>Led Control.
2. Turn on/off LED Status.
3. Click on SAVE to complete the configuration.



Backup & Restore

Please configure settings as a configuration file stored in the router. You can backup this
configuration file into your computer for future use, and restore the router to the
previous setting with this backup file. Furthermore, if necessary, you can delete the
current system setting and reset the router to the default factory settings.

Access to More>System>Backup & Restore.

Backup & Restore

GEMERATE BACKUP FILE

Upload Backup File Please select a backu |3

RESTORE COMFIGURATION

RESTORE FACTORY SETTINGS

Backup the current configuration of the router

Click on GENERATE BACKUP FILE to store the copy of current setting on the local
computer, and name the file backupsettings.

Restore the router's configuration:

1. Click on UPLOAD, and choose the backup configuration file that was stored on the
computer.

2. Click on RESTORE CONFIGURATION, and wait a few minutes to restore the
configuration and restart the router.

Reset the router to the default factory settings

1. Click on RESTORE FACTORY SETTINGS to reset the router.

2. Wait a few minutes for the reset and reboot.

Scheduled Reboot



When your router has a network malfunction, you can try to use the reboot function to
solve the problem. Sometimes, the router may experience software errors or memory
overflow issues, leading to network instability. Under these circumstances, you can
reboot the router to solve this problem and get the network back up.

After modifying some settings of this router, you need to reboot the router to make the
settings valid. Using the reboot function can quickly update the router's settings and
make it valid.

1. Access to More>System>Scheduled Reboot.
2. Click on ROUTER REBOOT.

192.168.20.1 says

Are you sure you want to restart the router?

3. After clicking, a window will pop up, in which you will be asked whether to restart
the router or not. If you want to reboot the router, choose OK. If not, choose
Cancel.

Set Scheduled Reboot Plan

Reboot Plan ()

Current Time 2025/01,/03 09:0%:22
Reboot Time 03 - | 00 -
Reboot Date I | Mon | Tues || Wed || Thu || Fri || Sat

The automatic reboot function can clear unnecessary data in the router and
automatically choose the best wireless channel.

Before turning on Reboot Plan, please ensure the system time is right. If the router's

designated reboot time is less than 60 minutes, some unnecessary reboots won't be
executed.

1.Access to More>System=>Scheduled Reboot.



2.Turn on Reboot Plan.

3.Choose the router's Reboot Time, and the Reboot Date to decide on reboot

frequency.

4.Click on SAVE to complete the configuration.



Chapter 12 Logoff

Logoff

If you need to log out, please access to More on the management page, then click on
Logout.



